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SS7 is Growing
� Wireless

� Subscriber growth
� Roaming: Voice and Data
� SMS
� LNP

� Carrier pressures 
� Manage growth/minimize costs
� Invest in circuit switched networks?
� Integrate IP based services that require 

SS7 capability
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Replace Wireless SS7 Networks With IP?

� SS7 over IP is technically viable
� Standards based SS7 over IP (SIGTRAN) is solid
� Higher bandwidth required for new services can 

include SS7
� Security concerns minimized with IP security (IPSec, 

SSL) applications

� Gradual replacement makes economic sense
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SS7 over IP Risks

� Less secure than traditional PSTN?

� Network latency and QOS for IP Networks

� Some SS7 over IP protocols not standardized yet

� Not many production deployments 

� Can SS7 be leap-frogged by some other disruptive 
technology?
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Wireless Conceptual SS7 Network
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SS7 over IP Link Replacement
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Transitioning to All-IP SS7 Signaling Network 
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Transitioning to All-IP SS7 Signaling Network 
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Transitioning to All-IP SS7 Signaling Network 
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Transitioning to All-IP SS7 Signaling Network 
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Replacing the Existing SS7 Network?
� Yes�

� SIGTRAN protocols are reliable
� IP security can make as secure as standard SS7
� SS7/IP devices can IP enable at the network edge
� IP-STPs can provide SS7 routing and concentration
� Can access IP enabled applications: SMSCs or IP-SCPs

� But�
� �If SS7 ain�t broke, why fix it�
� Requires IP mindset, less PSTN 

� Gradual SS7 network replacement a feasible and practical 
approach
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Thank You!!
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